
Please ensure that you are following this guide in sequential order of steps provided to ensure proper 
functionality.

You must be connected to the HSC Secure Network via Ethernet on-site, HSC_Secure WiFi, or 
connected via Pulse Secure VPN for this process to function. 

-
Pre-requisites: 

Notes: 
- When you setup the PIN it may not work right away, the backend will have to synchronize if you

run into this issue. Please allow time for the synchronization to process.
- This setup is PER DEVICE.  This process will have to be performed on each device you wish to be

able to use Windows Hello for Business (WHfB) on.

Navigate to Settings > Accounts > Sign-in Options then select "Windows Hello PIN" and setup a six 
digit PIN. 

1.

a.

Navigate to Settings and in the search bar type "Manage User Certificates". This will open a MMC 
window. 

2.

a.

 Enable Windows Hello for Business PIN
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b.

a.

Navigate to Personal > Certificates then right click in any open white space in the center pane of 
the MMC window. Select "All Tasks > Request New Certificate" and this will open up the 
"Certificate Enrollment" window. 

3.
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b.

Select "Next" until you reach "Request Certificates". Tick the box for "WHfB Certificate 
Authentication". Once selected, press "Enroll".

4.

a.

Once you have completed above Windows Hello PIN will be activated on your account. 
When you setup the PIN it may not work right away, the backend will have to synchronize if you 
run into this issue. Please allow time for the synchronization to process. 

5.

HSC IT Page 3


